התחברות: POST

קלט: שם משתמש, סיסמא. פלט: token.

User/Login

LoginInfo:

{

String Username

String Password

}

Return: Token (string), Name (string)

Username: “576888433”

Password: “password”

התנתקות DELETE:

קלט: token

User/Logout

בדיקת token: HEAD

User/CheckToken

הפעלת בדירת token: PUT

User/Lock

כיבוי בדירת token:PUT

User/UnLock

Set user password using password reset token

User/SetPassword?token=(string)

Example input: “password2”

Checks the password token to see if it is valid:

User/CheckPasswordToken?token=(string)

Sends the user an email with a link to reset the password. User ID should be in body.

User/SetPasswordRequest

Input example “111111111”